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2 EXECUTIVE SUMMARY 

This document presents the functional specifications for our upcoming MHMR System Replacement project. The primary 
objective of the MHMR Alert System Replacement is to develop a comprehensive and integrated software solution within the 
existing TechShare Suite that ensures Tarrant County’s compliance with the Criminal Code of Procedures (CCP) 16.22.  
Article 16.22 of the CCP prescribes the procedures for early identification of individuals suspected of having a mental illness 
or intellectual disability.  

The software will be designed to facilitate the efficient and effective management of mental health procedures within our 
criminal justice system. It will provide a streamlined process for mental health recommendations on assessments, reports, 
and notices, ensuring that all procedures align with the stipulations of CCP 16.22 and 17.032. The law requires magistrates 
to order a interview and 16.22 report regarding the individual if the magistrate has reasonable cause to believe the individual 
has a mental illness or is a person with an intellectual disability. Magistrates are also required to give notice of the report to 
several parties to ensure early identification and treatment. 

This document provides a detailed breakdown of the functional requirements. It also outlines the assumptions and risks 
associated with the project. We believe that the MHMR System Replacement project will significantly enhance our ability to 
manage mental health procedures within the criminal justice system, ensuring full compliance with the law and improving 
outcomes for individuals within the system. 

2.1 Background  

Every county is mandated to issue 16.22 orders, reports, and notices. This requirement not only has the potential to save 
lives, but it also empowers professionals involved in the process to perform their duties effectively.  

The 16.22 report enables Magistrate Judges to make informed bond decisions and facilitates early treatment for defendants. 
It alerts Sheriffs to defendants requiring special care and aids Pretrial Service Departments in linking defendants to services 
and specialized mental health caseloads if released. It supports Defense Attorneys in formulating a suitable defense and 
advocating for necessary treatment or services. It informs Prosecutors about the need for specialized pretrial bond conditions 
and potential Brady material in the defendant’s records. Lastly, it notifies Trial Judges of the potential complexities, 
resources, and community supports required for effective justice administration in these cases. Moreover, it conserves 
county resources, prevents suicides, upholds constitutional rights, safeguards the community, and reduces system re-entry 
by replacing the revolving door with suitable treatment and services. 

With the provision of timely and suitable services, most mental illnesses can be effectively treated, paving the way for 
recovery. This approach significantly reduces the potential for behaviors that could result in imprisonment. However, it's 
important to note that many current responses to mental illness, which predominantly involve incarceration, often hinder 
access to the necessary treatments and services that could facilitate recovery and deter criminal behavior. 

 

3 PROJECT SCOPE 

3.1 Project Objective  

The goal of this initiative is to transition from the current MHMR Alerts internal web-application to a more integrated and user-
friendly TechShare application. This could also involve the use of work queues within existing TechShare applications. The 
new system will manage lists of individuals who are suspected of having mental illnesses or intellectual disabilities. 
 
It will handle the necessary forms and documentation for decisions regarding the issuance, denial, or non-requirement of an 
order for an interview and a 16.22 report. The management of the results from the 16.22 report will also be a part of its 
functionality. 
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Moreover, it will have the capability to generate automated notifications, complete forms, and send emails along with 
attachments to the relevant parties. This comprehensive approach aims to streamline processes and improve efficiency. 

3.2 Included in Scope 

a. Solution Development: The project aims to develop a comprehensive and user-friendly solution that will replace 
the existing Mental Health Alert internal application in Tarrant County. This new solution will be fully integrated, 
enhancing its functionality and usability. 

b. Data Migration: The project will involve the extraction and migration of data from the previous 24 months from the 
existing Mental Health Alert application. This data will then be seamlessly integrated into the newly developed 
solution, ensuring continuity and accessibility of historical data.  

 

4 ASSUMPTIONS AND RISKS 

4.1 Assumptions 

a. The budget for the project will be officially approved. 
b. The proposed solution will either be incorporated into the TechShare Magistration system or will be fully integrated 

with it. 

4.2 Risks 

a. No budget approval. 

 

5 DEFINITIONS 

5.1 Business Terminology 

The following are some abbreviations and terminology that may be used throughout this document.  

Term Definition 
ID Intellectual Disability 
MH Mental Health 
MHMR My Health My Resources 
SO Sheriff’s Office 
SOR Source of Record 
TC Tarrant County 
TS TechShare 
TSC3 TechShare Court 
TSJ TechShare Jail 
TSMP TechShare Magistration 
TSBD TechShare Bond Desk 
MHMR Alerts  My Health My Resources Alert System 
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6 BUSINESS IMPACT ANALYSIS 

6.1 Actors 

Actors Primary Responsibilities 
County Clerk Receives notification and a copy of the 16.22 order and report and files it in the 

individual’s filed case and properly seals the documents. 
Defense Counsel Receives notification and a copy of the individual’s 16.22 order and report, the 

denial of the order, or the notification that the 16.22 order and report were not 
required because one was conducted in the last 12 months.   

District Clerk Receives notification and a copy of the 16.22 order and report and files it in the 
individual’s filed case and properly seals the documents. 

District Judge(s) Makes the determination to order, deny, or not require an interview and 16.22 report 
for capital murder offenses in Tarrant County.  

Law Enforcement Agency (LEA) Arrests the individual for a class B misdemeanor of higher offense. 
LMHA (MHMR) Local Mental Health Authority (My Health My Resources – MHMR) 
Magistrate Clerk (District Clerk) Receives notification and a copy of the 16.22 order and report and files it in the 

individual’s unfiled case and properly seals the documents.  
Magistrate Support Officer (MSO) Compiles the individual’s documentation from all sources makes it available for 

review by the magistrates/District Judges. 
Magistrate(s) Makes the determination to order, deny, or not require an interview and 16.22 report 

and receives 16.22 report results for Class B Misdemeanor and higher (except 
capital murder) offenses.  

Prosecutor  Receives notification and a copy of the individual’s 16.22 order and report, the 
denial of the order, or the notification that the 16.22 order and report were not 
required because one was conducted in the last 12 months.   

Sheriff Books in the individual in the Tarrant County Jail and identifies individuals suspected 
of a mental illness or intellectual disability. The SO also receives notification and 
attachment of order for interview and 16.22 report results. 

Trial Court Judge Receives notification and a copy of the individual’s 16.22 order and report, the 
denial of the order, or the notification that the 16.22 order and report were not 
required because one was conducted in the last 12 months.   

6.2 Systems 

System  Description 
MHMR Alerts Application Current web-based application intended to process requests for defendant Mental 

Health evaluations in the Tarrant County Criminal Justice System. 
TechShare Court The case management system utilized to maintain the records for unfiled charges 

and filed case dispositions and schedule court hearings. 
TechShare Jail Source of record for arrest, booking and release information utilized in the Tarrant 

County Sheriff’s Office.  
TechShare Magistration Used by magistrates and magistrate support officers in Tarrant County to conduct 

the magistration hearings, set bond amounts, bond conditions, within 48 hours of a 
person being arrested in Tarrant County. 
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6.3 MHMR Alerts Sample Screens 

The current application has work lists for each of the primary contributors for this process including Magistrates, District 
Judges, and MHMR staff.  

6.3.1 Dashboard 
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6.3.2 Magistrate Queue (Work List) 

 
6.3.2.1 Icon Legend:  

a. Blue circle: booking package provided by the Sheriff, which means that an officer or jail staff identified 
that the individual may have a mental illness or intellectual disability during jail intake. 

b. Black courthouse building: Individual in custody. 
c. Red triangle: Capital Murder Offense. 
d. Black square with arrow (document): Attachments / documents.  
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6.3.3 MHMR Queue (Work List)  

 

6.4 Current Documents/Forms 

Listed under this section are the most common documents/forms required as part of the current process.  

ID Document  Created By 
DOC1 Jail Screening Form Booking Clerk (included in the Booking Packet) 
DOC2 PC Affidavit  LEA (Arresting Agency) 
DOC3 16.22 Order for class B misdemeanors or higher offenses Magistrate  
DOC4 16.22 Order for capital murder offenses  District Judge 
DOC5 Collection of Information Form for Mental Illness and 

Intellectual Disability 
MHMR 

DOC6 16.22 Filled Out Interview and 16.22 Report MHMR  
DOC7 Assessment Results  MHMR 
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6.5 Current Notifications 

6.5.1 Solution Notifications 

Listed under this section are the most common solution/system notifications required as part of the current process.  

ID Status Notifications From  To 
NOT1 NEW Sheriff (Jail Staff) notification about an individual suspected of 

mental illness or intellectual disability. Display this status. 
Jail Staff Magistrate 

NOT2 ORDERED Magistrates can issue an order to MHMR for an assessment, 
resulting in the solution notification will display this status. 

Magistrate  MHMR 

NOT3 NOT 
ORDERED 

Magistrates can decide not to issue the order for an 
assessment, resulting in the notification will display this status. 

Magistrate MHMR 

NOT4 NOT 
REQUIRED 

Magistrates will notify MHMR that an order is not required since 
an interview and report has been conducted within the last 12 
months and the results from that report will be utilized, 
resulting in the notification will display this status. 

Magistrate MHMR 

NOT5 REVIEW MHMR is working on performing the interview and producing the 
results, the notification is tagged with this status. 

MHMR Magistrate 

NOT6 COMPLETED MHMR produces the report, the notification is displayed in this 
status. 

MHMR Magistrate 

NOT7 CANCELLED Magistrates can deny an order previously issued, meaning that 
processing of the notification stops and remains with this 
status. 

Magistrate MHMR 

NOT8 REJECTED If the individual is not eligible for 16.22 interview and report 
based on Business Rule (BR016), the notification will display in 
this status. 

MHMR Magistrate 

 

6.5.2 Email Notifications 

Listed under this section are the most common automated emails required as part of the current process.  

ID Notifications 
EML01 Magistrates/District Judges receive emails from the Sheriff (Jail Staff) about an individual suspected of mental 

illness or intellectual disability (and attach the booking packet). 
EML02 MHMR receives emails from the Magistrates with the order requesting an interview and 16.22 report.  
EML03 MHMR receives emails from the Magistrates stating that the order an interview and 16.22 report is being denied.  
EML04 MHMR receives emails from the Magistrates stating that the order an interview and 16.22 report is not required 

because one is on file within the last 12 months and attach the copy of the previous 16.22 report. 
EML05 MHMR receives emails from the Magistrates stating that an order previously for an interview and 16.22 report is 

being cancelled. 
EML06 MHMR receives emails from the Magistrates stating that the CID is no longer eligible for an interview and 16.22 

report due to the eligibility criteria under Business Rule (BR16). 
EML07 The magistrate receives emails from MHMR stating that the interview and 16.22 report have been completed 

(and attach the 16.22 report). 
EML08 The magistrate sends a copy of the interview and 16.22 report to the assigned trial court (court coordinator and 

judge). 
EML09 The magistrate sends a copy of the interview and 16.22 report to the prosecutor’s office (County or District 

Attorney’s Offices, or both). 
EML10 The magistrate sends a copy of the interview and 16.22 report to defense Attorney. 
EML11 The magistrate sends a copy of the interview and 16.22 report to Sheriff (Jail Staff). 
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EML12 The magistrate sends a copy of the interview and 16.22 report to CSCD.  
EML13 The magistrate sends a copy of the interview and 16.22 report to Bond Desk. 
EML14 The magistrate sends a copy of the interview and 16.22 report to Magistrate Clerk (unfiled cases). 
EML15 The magistrate sends a copy of the interview and 16.22 report to County Clerk (filed misdemeanor cases). 
EML16 The magistrate sends a copy of the interview and 16.22 report to District Clerk (filed felony cases). 

 

7 PROCESS WORKFLOW 

7.1 Current Process Workflow 

For the existing process workflow, please refer to Appendix B and a current system diagram under Appendix C.  
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7.2 Future Process Workflow 
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8 BUSINESS RULES 

8.1 Business Rules 

ID Business Rule 
BR001 Article 16.22 of the Texas Code of Criminal Procedure (CCP) requires early identification of individuals suspected 

of having a mental illness or intellectual disability who have been arrested and brought to the Tarrant County Jail 
for a Class B Misdemeanor or higher offense.  

BR002 The law requires magistrates to order an interview and 16.22 report regarding the individual if the magistrate has 
reasonable cause to believe the individual has a mental illness or is a person with an intellectual disability.  

BR003 In Tarrant County, for Class B misdemeanor and higher offenses, except for capital murder offenses, the 
magistrate makes the determination to:  

a. Order interview and report,  
b. Deny the interview and report, or 
c. Not require the interview or report if/when the last 16.22 report was conducted less than 12 months prior.  

BR004 In Tarrant County, for all capital murder offenses, the District Judges make the determination to:  
a. Order interview and report,  
b. Deny the interview and report, or 
c. Not require the interview or report if/when the last 16.22 report was conducted less than 12 months prior. 

BR005 The report is created from the interview process and includes information about whether the individual has a 
mental illness or is a person with an intellectual disability, whether there is evidence to support a belief that the 
individual may be competent, be incompetent, and recommended treatment options.  

BR006 Magistrates/District Judges are required to give notice of the report to several parties to ensure early identification 
and treatment including:  

a. The trial courts. 
b. Prosecutor’s Office (County or District Clerk Attorney’s Office, or both) 
c. Defense Counsel 
d. Sheriff (or other person that is responsible for the individual’s medical records while they are in custody) 
e. Personal Bond Office (i.e., the Bond Desk, the Magistrate Clerk, or both). 
f. The County Clerk or District Clerk for inclusion in the case file and recording; the clerk then uses the 

reports to report to the Office of Court Administration (OCA).  
BR007 Identification of individual suspected of mental illness or an intellectual disability can come from any source of 

credible information including information from: 
a. Texas Commission on Jail Standards (TCJS) Jail Screening Form.  
b. TLETS CCQ (Texas Law Enforcement Telecommunications System, Continuity of Care Query). 
c. Witnesses / Witness Statements / Probable Cause Affidavit.  
d. Staff familiar with the individual from the Local Mental Health Authority (LMHA), Local Intellectual or 

Developmental Disability Authority (LIDDA), or other care providers. 
e. Individual’s family members or friends. 
f. Medication brought into the jail with or for the defendant. 
g. Observations of Law Enforcement, Jail Staff, Magistrate Judge 

BR008 The magistrate must be notified of any credible information within 12 hours of the discovery of that information 
by jail staff. 

BR009 To make reasonable cause determination to issue an order, magistrates review the notification and any 
supporting documents, review the individual’s charges and criminal history, meet with the individual, and 
communicates with the LMHA/LIDDA/LBHA/Mental Health Service Provider. 

BR010 Magistrate/District Judge decides whether there is reasonable cause to believe the individual has a mental illness 
or intellectual disability.  

BR011 The trial court uses and considers the results of the 16.22 report for the following purposes:  
a. Considering a mental health personal bond pursuant to CCP art. 17.032. CCP art. 16.22(c)(1).  
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Note:  that MH personal bond is required in certain circumstances under CCP art. 17.032(b) unless good 
cause shown otherwise. 

b. Resuming or initiating competency proceedings under CCP art. 46B. CCP art. 16.22(c)(2). 
c. Consideration of 16.22 report during penalty phase as a part of the pre-sentence investigation report, or 

in imposition of conditions of a community supervision program. CCP art. 16.22(c)(3). 
d. Referring the defendant to a specialty court or docket. CCP 16.22(c)(4). 
e. Release on bail and transfer of individual to a civil court for court-ordered outpatient mental health 

services (regardless of competency status) CCP art. 16.22(c)(5). 
f. Appointment of defense counsel. CCP art. 26.04. 
g. Specifically tailored bond conditions. (See page 29) CCP art. 17.032. 
h. Post-adjudication: If an individual is remanded to the custody of TDCJ then the 16.22 report must be 

included in the individual’s pen packet. Any other mental health records, screening reports, or similar 
information must also be included. 

BR012 The County Clerk and District Clerk counts the 16.22 report in their mandatory Judicial Counsel’s Monthly Court 
Activity Report through OCA (see Texas Admin Code 171.2). 

BR013 The 16.22 reports are strictly confidential, sealed records, and are never made part of the public record. 
BR014 CCP Art. 16.22(a-4) allows MHMR or the service provider to conduct in-person interviews in the jail, also by 

telephone, or through a telemedicine medical service or telehealth service.  
BR015 CCP Art. 16.22(a)(1)(B) there is an approved form for the service provider to use to conduct the 16.22 interview. 

The form is approved by the Texas Correctional Office on Offenders with Medical or Mental Impartments 
(TCOOMMI) under Health and Safety Code § 614.0032(c). The approved for is found under this link: 
https://texasjcmh.gov/media/u44cfigl/3-tcoommi-form.pdf 
Note: The LMHA or service provider may add more information than that which is contained in the approved form 
but may not exclude information.  

BR016 Eligibility to conduct the 16.22 interview and report, the individual must be in custody:  
a. Have a valid County Identification Number (CID). 
b. CID must have at least one booking number.  
c. The booking number must not be a “Housing Booking” with a tracking code of “WKND” (i.e., 

weekenders). 
d. If cases have been filed against the individual, at least one filed case must be pending; active not 

disposed. 
e. CID must not have an immigration (INS) hold. 
f. CID must not have one or more of the following Commitment Statuses in TechShare Jail:  

 Status 2 - Sentenced Felony 
 Status 4 - Sentenced Misdemeanor 
 Status 5 - Sentenced State Jail 
 Status 7 - Out of Country 
 Status 8 - Out of State 
 Status 10 - Contempt of Court 
 Status 13 - Parole Violator 
 Status 14 - Bench Warrant 

NOTE: If CID has multiple bookings, if booking have both valid and invalid commitment statuses, the 
service provider can proceed with the 16.22 interview and report. 

BR017 MHMR or the service provider has 96 hours to conduct the interview and 16.22 report for individuals in custody 
once the order has been issued and signed by the Magistrate or District Judge. 

BR018 MHMR or the service provider has 30 calendar to conduct the interview and 16.22 report for individuals out of 
custody once the order has been issued and signed by the Magistrate or District Judge. 

BR019 District Judges from the following District Courts can order the 16.22 interview and report for capital murder 
offenses: CDC1, CDC3, CDC3, CCDC4, D213, D297, D371, D372, D396, D432, and D485. 

https://texasjcmh.gov/media/u44cfigl/3-tcoommi-form.pdf
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BR020 Magistrates can order the 16.22 interview and report for individuals assigned all any court on non-capital murder 
offenses: CCC1, CCC2, CCC3, CCC4, CCC5, CCC6, CCC7, CCC8, CCC9, CC10, CDC1, CDC3, CDC3, CCDC4, 
D213, D297, D371, D372, D396, D432, and D485. 

 

9 REQUIREMENTS ANALYSIS 

9.1 Functional Requirements (FR) 

ID Requirement Description 
System Solution  
FR001 The solution must include a feature that provides a robust Search capability. This feature should allow users 

to look up individuals based on various criteria, enhancing the efficiency and effectiveness of referral 
management. The search criteria should include, but not be limited to, the following: 

a. CID: The unique identifier for the individual.  
b. First, Middle, and Last Name: The full name of the individual.  
c. Status: The status of the individual’s referral.  
d. Court: The court handling the individual’s case.  
e. Date Range: A specific range of dates relevant to the individual’s referral.  
f. Offense Type: The type of offense committed by the individual, categorized as either a felony or a 

misdemeanor. 
 
The search feature should support complex queries, allowing users to combine multiple criteria for more 
refined results. It should also provide quick and accurate results, ensuring that users can find the information 
they need without unnecessary delay. 

FR002 The solution must incorporate a Time Tracking Feature that adheres to the following criteria: 
a. Accurate Time Tracking: The feature must accurately track the duration from the moment an order 

is issued and signed by the Magistrate or District Judge, until MHMR completes an interview and the 
16.22 report. 

b. Task-Specific Countdown: The feature should compute the remaining time for each task and 
prominently display it on the respective queues. 

c. Task-Specific Timeframes: The feature must adhere to the following timeframes: 
d. Individuals in custody:  MHMR has 96 hours to conduct the interview and complete the 16.22 report. 
e. Individuals out of custody: MHMR has 30 days to conduct the interview and complete the 16.22 

report. 
f. Precision and Reliability: The time tracking feature must be precise and reliable to ensure all 

stakeholders have a clear understanding of the timelines involved. 
g. Configurable Settings: The feature should support configurable settings to accommodate different 

timeframes for different tasks. 
h. Alerts and Notifications: The solution must provide alerts or notifications as deadlines approach, 

assisting in efficient workflow management and timely completion of tasks. 
 

This requirement ensures that the solution aids in efficient workflow management and timely completion of 
tasks, while providing clear visibility of task timelines to all stakeholders. 

FR003 The Search Results interface must be designed to display the following columns: 
a. CID: A unique identifier for each record. 
b. Name: The name associated with each record. 
c. Court: The court involved in each case. 
d. Notification Status: The current status of the notification for each referral/order. 
e. Notification Status Date and Time: The date and time when the notification status was last 

updated. 
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f. Order Attachment: An attachment containing the order details for each CID/referral.  
g. 16.22 Report Results Attachment: An attachment containing the results of the 16.22 report for each 

CID/referral from MHMR. 
h. Search Details: an expandable link that when clicked displays the summary of the progress of the 

referral including Notification Information, Other Bookings/Case Information, MHMR Results 
Information and Recommended Treatment. 
 

This requirement ensures that users have access to comprehensive and relevant information for each case in 
the search results. 

FR004 The solution must incorporate a feature that provides a link to the Search Details page from the Search 
Results and queues. On this page, a summary of the referral/CID information must be displayed. Additionally, 
the solution must support the functionality to export and print this summary in both Excel and PDF formats.  
Here’s an example the summary from the current MHMR Alert System application:  
  

 
This requirement ensures that users can easily access, export, and print critical referral/CID information as 
needed. 

FR005 The solution must include a feature that allows for the configuration of various statuses to track the progress 
of a workflow. These statuses should reflect the following stages:   

a. New: This status is assigned when a CID is received from the jail staff.  
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b. Under Review: This status indicates that the supporting documentation is currently being reviewed 
by the Magistrate or District Judge.  

c. Issued: This status is assigned when an order for an interview and a 16.22 report has been issued.  
d. Denial: This status is assigned when an order has not been issued and the request for the interview 

and 16.22 report has been determined unnecessary by the Magistrate/District Judge.  
e. Not Required: This status is assigned when an order is not required because a 16.22 report has been 

completed in the last 12 months.  
f. In Progress: This status indicates that MHMR is currently working on the interview and producing the 

16.22 report.  
g. Completed: This status is assigned when MHMR has completed the interview and produced the 

16.22 report.  
h. Cancelled: This status is assigned when a previously issued order was withdrawn or cancelled per 

the request of the Magistrate or District Judge. 
 

Each status should be easily configurable to allow for adjustments as the workflow evolves. The solution 
should also provide clear visibility of these statuses to relevant stakeholders for efficient tracking and 
management. 

FR006 The solution must include a feature that allows for the configuration of various user roles, each with distinct 
permissions and access levels. These roles should include the following: 

a. Administrator: This role should have full access to all features and settings, including user 
management and system configuration.  

b. District Judge: This role should have access to review and approve documentation, issue orders, 
and view case progress.  

c. Magistrate: This role should have similar access as the District Judge but within their jurisdiction.  
d. Court Coordinator: This role should have access to schedule and manage court proceedings, and 

coordinate with other roles.  
e. Magistrate Support Officer (MSO): This role should have access to assist the Magistrate in reviewing 

documentation and managing cases.  
f. MHMR Staff: This role should have access to conduct interviews, produce reports, and update case 

progress.  
g. View Only: This role should have read-only access to view case progress and reports. 

 
Each role should be easily configurable to allow for adjustments as the system evolves. The solution should 
also provide clear visibility of these roles to relevant stakeholders for efficient tracking and management. 

FR007 The solution must include a feature that provides configurable queues, also known as work lists, for 
Magistrates, District Judges and MHMR staff. These queues should contain comprehensive information about 
individuals suspected of having a mental illness or intellectual disability, as provided by the Jail Staff. The 
information in these queues should include, but not be limited to, the following: 

a. CID: The unique identifier for the individual.  
b. Name: The full name of the individual.  
c. List of Booking Number(s): All relevant booking numbers associated with the individual.  
d. CID Custody Status: The current custody status of the individual.  
e. Case Number(s): The case number(s), whether filed or unfiled, when available.  
f. List of Offense(s): A comprehensive list of offenses associated with the individual.  
g. Capital Murder Offense Alert/Indicator: An alert or indicator when one or more offenses associated 

with the CID are identified as capital murder offenses.  
h. Court: The court handling the individual’s case, when available.  
i. Commitment Category: The category of commitment for the individual.  
j. Attachments: Any supporting documentation related to the individual’s case. 

 



             
Project Name: MHMR Alert System Replacement 
Document Type: Functional Specifications 
 

Tarrant County Information Technology - PPMO        15 
 

The solution should ensure that these queues are easily accessible and manageable by the Magistrates, 
District Judges and MHMR staff. It should also provide the ability to update the status of each individual (i.e., 
CID) in the queue as their case progresses. 

FR008 The solution must include a feature that allows users to design and implement customizable web-based 
forms. This feature should support various form fields, validation rules, and user interactions. The solution 
must have the capability to generate comprehensive documents based on the data collected through these 
forms. The document generation process should be automated and support multiple formats for user 
convenience. 

FR009 The solution shall be capable of delivering, through an integrated system, the Order (attachment) from the 
Magistrate/District Judge and the 16.22 Report Results from MHMR to the following stakeholders: 

a. Magistrate Clerk: The solution must deliver the Order and 16.22 Report to the Magistrate Queue for 
all unfiled offenses in TechShare Court. 

b. District Clerk: The solution must deliver the Order and 16.22 Report to the Clerk Queue for filed 
felony offenses in TechShare Court. 

c. County Clerk: The solution must deliver the Order and 16.22 Report to the Clerk Queue for filed 
misdemeanor offenses in TechShare Court. 

d. Sheriff: The solution must deliver the Order and 16.22 Report to the CID Book-In Files for all offenses 
in TechShare Jail. 

e. Prosecutor: The solution must deliver the Order and 16.22 Report to the Incident/Case Evidence for 
all offenses in TechShare Prosecutor. 
 

This requirement ensures that all relevant stakeholders receive the necessary documents in a timely and 
organized manner, facilitating efficient case management and legal proceedings. 

FR010 The solution must have capable of generating an automated email to deliver the Order & 16.22 Report Results 
from MHMR to the following stakeholders: 

a. Defense Counsel Email Inbox 
b. CSCD Email Inbox: If the individual has been released on bond (not in custody). 

Magistrate / Judge Queues 
FR011 The solution should provide an efficient and user-friendly interface that enables the Magistrate or District 

Judge to swiftly access the supporting documents related to the mental health or intellectual disability status 
of the individual under consideration as well as any previous reports completed in the last 12 months. 

FR012 The proposed solution must incorporate a flexible feature that allows all Magistrates the ability to either 
issue, deny, or deem unnecessary an interview and 16.22 report for capital murder offenses. Currently, 
District Judges make the determination for these types of offenses only.  This requirement is crucial to 
accommodate any potential changes in the procedural approach currently adopted by Tarrant County. 

FR013 The solution should facilitate a swift and straightforward process for generating an ORDER that requests an 
interview and a 16.22 report. It should also accommodate electronic signatures and possess the capability to 
efficiently route or transmit the signed order to the relevant parties. 
Sample Order:  
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FR014 The solution should facilitate a swift and straightforward process for generating an order to NOT REQUIRE an 

interview and a 16.22 report. It should also accommodate electronic signatures and possess the capability to 
efficiently route or transmit the signed order to the relevant parties. 
Sample Order:  
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FR015 The solution should facilitate a swift and straightforward process for generating an order finding no 
reasonable cause (i.e., DENYING) an interview and a 16.22 report. It should also accommodate electronic 
signatures and possess the capability to efficiently route or transmit the signed order to the relevant parties. 
 

Sample Order:  
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FR016 The solution should enable Magistrates and District Judges to initiate the cancellation of previously issued 

orders. Upon such a request, the system must update to reflect the cancellation and dispatch notifications to 
all relevant parties. 

MHMR Queue 
FR017 The solution must provide a Case Assessment web-based form/page for MHMR to enter the results from the 

interview and 16.22 report. Below is an example of the input fields we have available today:  
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FR018 The solution must incorporate a feature that enables users to authenticate documents using electronic 
signatures. This feature should be versatile, allowing users to create electronic signatures both directly on the 
platform and using an external signature pad. The electronic signature process should be secure, user-
friendly, and comply with relevant legal standards. Furthermore, the solution should support the storage and 
management of these electronic signatures for future use. 

FR019 The solution must include a feature that provides a comprehensive dashboard. This dashboard should 
display real-time status updates for each individual (i.e., CID) referred by the Jail Staff. The statuses should 
reflect the progress of each order, including those that are new, issued, denied, not required, cancelled, in 
progress, and completed.  
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In addition, the dashboard is required to present a comparative analysis of the number of capital murder 
offenses against all other types of offenses. It should also differentiate and display the count of misdemeanor 
offenses in contrast to felony offenses.  
 

The dashboard should be user-friendly and intuitive, allowing users to easily navigate and understand the 
status of each individual case. It should also provide filtering and sorting capabilities to manage and prioritize 
the cases effectively. Furthermore, the dashboard should support customizable views to cater to the specific 
needs of different user roles. 
 
The solution should ensure that the data displayed on the dashboard is accurate and up to date, reflecting the 
real-time status of each individual case. It should also provide clear visibility of these statuses to relevant 
stakeholders for efficient tracking and management. 

 

9.2 Data Requirements (DR) for the MHMR Solution 

ID Requirement Description Data Source 
DR001 Data stored in the current application for the last 24 months must be 

extracted, cleaned, and migrated into the new solution.  
MHMR Alerts System 

9.3 Technical Requirements (TR) 

ID Description 
TR001 All production data should be hosted in a government cloud certified environment in compliance with the 

International Traffic in Arms Regulations (ITAR), the Federal Risk and Authorization Management Program 
(FedRAMP), the Federal Information Security Management Act (FISMA), Criminal Justice Information Services 
(CJIS), and the Health Insurance and Accountability Act (HIPAA).  

TR002 The proposed solution must support the Role Based Access Control (RBAC). 
TR003 The solution MUST be compatible with Tarrant County-preferred Internet browsers (Microsoft Edge, Chrome 

Enterprise, and/or Mozilla Firefox Extended Support Release) with minimal or no loss of functionality based 
on browser selected, when applicable. 

TR004 The solution should be able to integrate with TechShare Jail, TechShare Court, and TechShare Magistration 
portal.   

TR005 The MHMR application must support anytime, anywhere access to stored content. This includes strong 
encryption of data traffic while in transit and at rest, for sensitive data, when applicable.  

TR006 The solution should support County user single sign-on (SSO) capability facilitated through a hosted 
government cloud-certified environment. 

TR007 The solution must ensure that any data transmitted beyond the confines of the physically secure location is 
immediately safeguarded through encryption. Specifically, Criminal Justice Information (CJI) should be 
encrypted using a cryptographic module that complies with FIPS 140-2 standards and employs a symmetric 
cipher with a minimum key strength of 128 bits. 

TR008 The solution must ensure that any data at rest (i.e., stored digitally) outside the confines of the physically 
secure location is safeguarded through encryption. Specifically, Criminal Justice Information (CJI) at rest 
should be encrypted either by adhering to the standards used for CJI in transit or by employing a symmetric 
cipher that complies with FIPS 197 certification (AES) and has a minimum key strength of 256 bits. 

TR009 The storage of CJI should only be permitted in cloud environments (e.g., government or third-
party/commercial datacenters, etc.) which reside within the physical boundaries of the U.S., U.S. territories, 
Indian Tribes, and Canada and legal authority of U.S. federal/state/territory agencies, Indian Tribe agencies, 
or the Royal Canadian Mounted Police (RCMP). 
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TR010 The solution must ensure that metadata derived from unencrypted Criminal Justice Information (CJI) is 
protected with the same level of security as CJI itself. Furthermore, this metadata must not be utilized for 
advertising or any other commercial activities by any cloud service provider or associated entity. 

TR011 Cloud service providers must be able to demonstrate security assurances through recognized authorizations 
such as FedRAMP, StateRAMP, SOC Type 2, or equivalent certifications. 

TR012 TechShare must provide onsite “train the trainer” and/or remote end-user training options. 

9.4 Integrations Requirements (IR) 

ID Description 
IR001 The solution must seamlessly integrate with the existing TechShare suite, including: 

a. TechShare Jail 
b. TechShare Court 
c. TechShare Magistration 
d. TechShare Prosecutors 

IR002 The solution must facilitate bi-directional data exchange with the TechShare suite: 
Outbound Data: 

a. Orders generated by the solution shall be transmitted to the relevant TechShare application (Jail, 
Court, Magistration, or Prosecutors) in real-time or near real-time.  

b. 16.22 reports generated by the solution shall be transmitted to the appropriate TechShare 
application for storage and retrieval. 
 

Inbound Data:  
a. The solution shall be able to retrieve relevant data from the TechShare suite to support its 

functionalities. 

IR003 The integration must be designed to handle the expected data volume and transaction frequency without 
compromising performance or system stability. The solution shall be scalable to accommodate future growth 
in data and user activity. 

IR004 The solution vendor must provide comprehensive documentation for the integration process, including API 
specifications, data formats, and testing procedures. Ongoing support for integration troubleshooting and 
maintenance must be available. 

 

9.5 Report Requirements (RR) 

ID Report Description 
RR001 The solution should be capable of generating a comprehensive report that includes the number of referrals 

from the jail, the count of orders issued, denied, and not required, along with the status of each referral. This 
report should be customizable based on a specified date range. 

 

9.6 Decommissioning / Archiving Requirements (DR) 

ID Report Description 
DR001 The system should securely migrate the cleaned data to the designated target location, ensuring no loss or 

corruption of data during the process. 
DR002 The system should have the capability to accurately identify and segregate data that is older than a 2-year 

threshold from the specified sources and archive it. 
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DR003 The system should securely archive the identified data, ensuring its integrity and accessibility for future audit 
and historical reference purposes. The archived data should be stored in a manner that allows for efficient 
retrieval when required. 

 

10 ACCEPTANCE CRITERIA 

Based on the stated requirements, the Acceptance Criteria is described below.  

10.1  Search Capability  

The solution must provide a robust search feature that allows users to look up individuals based on various criteria such as 
CID, name, status, court, date range, and offense type. The search feature should support complex queries and provide quick 
and accurate results. 

10.2  Time Tracking Feature 

The solution must incorporate a time tracking feature that accurately tracks the duration from the moment an order is issued 
until MHMR completes an interview and the 16.22 report. It should compute and display the remaining time for each task, 
adhere to specific timeframes for individuals in and out of custody, and provide alerts or notifications as deadlines approach. 
The feature should be precise, reliable, and support configurable settings. 

10.3  Search Results Interface  

The search results interface must display comprehensive and relevant information for each case, including CID, name, court, 
notification status, order attachment, 16.22 report results attachment, and search details. 

10.4  Link to Search Details Page  

The solution must provide a link to the Search Details page from the Search Results and queues, where a summary of the 
referral/CID information is displayed. The solution must also support the functionality to export and print this summary in 
both Excel and PDF formats. 

10.5  Workflow Status Configuration 

The solution must include a feature that allows for the configuration of various statuses to track the progress of a workflow. 
These statuses should include New, Under Review, Issued, Denial, Not Required, In Progress, Completed, and Cancelled. 
Each status should be easily configurable to allow for adjustments as the workflow evolves. The solution should provide clear 
visibility of these statuses to relevant stakeholders for efficient tracking and management. 

10.6  User Role Configuration  

The solution must include a feature that allows for the configuration of various user roles, each with distinct permissions and 
access levels. These roles should include Administrator, District Judge, Magistrate, Court Coordinator, Magistrate Support 
Officer (MSO), MHMR Staff, and View Only. Each role should be easily configurable to allow for adjustments as the system 
evolves. The solution should provide clear visibility of these roles to relevant stakeholders for efficient tracking and 
management. 
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10.7  Configurable Queues  

The solution must include a feature that provides configurable queues, also known as work lists, for Magistrates, District 
Judges, and MHMR staff. These queues should contain comprehensive information about individuals suspected of having a 
mental illness or intellectual disability, as provided by the Jail Staff. The information in these queues should include CID, 
Name, List of Booking Number(s), CID Custody Status, Case Number(s), List of Offense(s), Capital Murder Offense 
Alert/Indicator, Court, Commitment Category, and Attachments. The solution should ensure that these queues are easily 
accessible and manageable. 

10.8  User-Friendly Interface 

The solution must provide an efficient and user-friendly interface that enables the Magistrate or District Judge to swiftly 
access the supporting documents related to the mental health or intellectual disability status of the individual under 
consideration. This includes any previous reports completed in the last 12 months. The interface should be intuitive, easy to 
navigate, and designed to minimize the time required to access necessary information. 

10.9  Order Generation  

The solution must facilitate a swift and straightforward process for generating an ORDER that requests an interview and a 
16.22 report, an ORDER where there is no probable cause, and an ORDER where the interview and 16.22 report is not required 
because there is one on file completed in the last 12 months. The process should be designed to minimize the time and effort 
required to generate an order. 

10.10 Electronic Signatures  

The solution must accommodate electronic signatures, allowing the Magistrate or District Judge to sign orders digitally. The 
electronic signature feature should be secure, reliable, and easy to use. The solution must incorporate a feature that enables 
users to authenticate documents using electronic signatures. This feature should allow users to create electronic signatures 
both directly on the platform and using an external signature pad. The electronic signature process should be secure, user-
friendly, and comply with relevant legal standards. Furthermore, the solution should support the storage and management 
of these electronic signatures for future use. 

 

10.11 Order Transmission  

The solution must possess the capability to efficiently route or transmit the signed order to the relevant parties. The 
transmission process should ensure that the order reaches the intended recipients promptly and securely. 

10.12 Notice of 16.22 Report 

The solution must facilitate the giving of notice of the report to several parties to ensure early identification and treatment. 

10.13 Comprehensive Dashboard 

The solution must include a feature that provides a comprehensive dashboard. This dashboard should display real-time 
status updates for each individual (i.e., CID) referred by the Jail Staff. The statuses should reflect the progress of each order, 
including those that are new, issued, denied, not required, cancelled, in progress, and completed. 
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10.14 Offense Analysis 

The dashboard should present a comparative analysis of the number of capital murder offenses against all other types of 
offenses. It should also differentiate and display the count of misdemeanor offenses in contrast to felony offenses. 

10.15 User-Friendly Interface 

The dashboard should be user-friendly and intuitive, allowing users to easily navigate and understand the status of each 
individual case. It should provide filtering and sorting capabilities to manage and prioritize the cases effectively. Furthermore, 
the dashboard should support customizable views to cater to the specific needs of different user roles. 

10.16 Real-Time Updates 

The solution should ensure that the data displayed on the dashboard is accurate and up to date, reflecting the real-time status 
of each individual case. It should provide clear visibility of these statuses to relevant stakeholders for efficient tracking and 
management. 
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11 APPENDIX 

11.1  A: The Texas CCP Art. 16.22 Guide  
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11.2  B: Current Process Workflow 
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11.3  C: Current System Diagram  
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